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Abstract

A Study on the Rationalization of Personal Data Regulation for 
Harmonization between the Use and Protection of Personal 

Information under the new Technology Environment

Lee, Seong-Yeob*
40)

Credit card company's private information leakage events and Seweolho ship 
sinking events which happened in the first half of 2014 foretell the tremendous 
changes in the role and status of administrative regulations of our society.

The creation and strengthening of appropriate regulation for promoting public 
safety and national security rather than neo-liberal policies through regulatory 
innovation or deregulation to improve businesses energy and achieve the growth 
of the national economy has become buzzword 

More and more powerful privacy regulations are being made and enhanced. But 
even now there are a large number of privacy laws, as well as duplication and 
conflict between the statutes, the lack of precedent and interpretation cases, the 
conservative law interpretation and enforcement of regulatory agencies, the 
overlapping law enforcement of a number of regulatory agencies. These make 
people lost sheep who does not know the right way. After all, the effectiveness 
of privacy regulation can be gradually weakened.

Personal information has a constitutional value of right to privacy. At the same 
time the use of personal information is related to the enhancement of social benefit 
and provision of customer service of company. In particular, the company's new 
ICT environment, such as big data, cloud, Internet of things, search engines, 
dramatically increases productivity of enterprise. Further, it creates a revolutionary 
change in quality of human life. But privacy and copyright issues derived from 
it can not be overlooked. The regulation of protection and use of personal 
information  will need to be harmonized under the achievement of public interest 
as higher value.

As I retrospect administrative privacy regulatory affairs, legal theory and practice 
for about 10 years, it is regrettable regulation has been complex and strengthened 
whenever the leakage events of personal information happen. In addition, as 

* Member of the New York Bar, Kim & Chang, Ph.D. in Law
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regulatory agencies and the courts also have made only strict and conservative 
interpretation of the law, the possibility of the law enforcement and legal 
compliance has bee weakening.  

Even now urgently to meet global standard regarding privacy and switch   
resonable regulation,  comprehensive agreement and opt-out agreement need to 
be introduced as personal information is collected, used and provided. In order 
to  increase the availability of personal information and use it for the purpose 
of academy and statistics, non-identifying and anonymous personal information 
can be excluded from the scope of personal information. However, rather than 
the agreement is formal agreement, it should be substantial protection of 
self-information determination rights. It should allow a clear recognition of the 
notice and consent items by information subject. For this  consent items should 
be minimized and simplified. Above all, the end of the project which should be 
urgently resolved immediately is setting the relationship among Privacy Act, 
Information Network Act and Credit Information Act and separation and 
clarification of concept of information and the category of information subject.  
It is now an issue of coordination between regulatory agencies, not mid and long 
term issues, because it does not require organizational changes. 


