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Abstract

: 

Legislative efforts on cybersecurity in the U.S. and 
their implications for Korea 

Park, No-Hyoung*
60)

Since Mr. Obama became the President of the U.S., and in particular for the 
past few years, there have been considerable efforts to legislate laws on 
cybersecurity in the U.S. Although they have the same idea on the necessity of 
cybersecurity, Mr. Obama and the Congress have been different in approaching 
the issue over how to and what to legislate for cybersecurity. As a result there 
have been no meaningful and significant law adopted in the Congress since the 
so-called 9/11 terror. Nevertheless, Mr. Obama was able to make up a legislative 
gap by taking an executive order under his authority. Although the U.S. is 
regarded to have failed in cybersecurity legislations, the discussion over the issue 
should be a good lesson to the Republic of Korea (Korea). As a matter of fact, 
cybersecurity is also important and more serious to Korea which has been 
threatened by North Korea. In this regard there have been several drafts of law 
for cybersecurity proposed in the National Assembly, but there have not been 
serious and meaningful discussion over them with no success. This paper 
examines the legislative efforts for cybersecurity by checking the activities of Mr. 
Obama and the Congress in the U.S., and tries to find any implications and lessons 
for Korea. Any law on cybersecurity, to be adopted in Korea, should emphasize 
the cooperation, including in sharing the information concerned, between the 
governments and the private sector, protect the privacy of the people while 
cybersecurity is provided, keep the self-regulation in the private sector respected, 
and make the governments responsible for cybersecurity under their own 
jurisdictions. Legal scholarship should work hard in the matter of cybersecurity.

* Professor, Korea University Law School




